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Deloitte’s Internal Audit Framework

@ Purpose | @ Vision Strategy

REMIT High impact areas of focus CORE OPERATING SYSTEM
Assure Advise . N
Position & Organization
Core processes @ Risk & assurance strategy
) . .
Greatest risks \28/ External & leading practice Al has a |<ey role
Decision governance Process & Technology ____ toplay across all
Anticipate the framework
Change risk @ Emerging & dynamic risk elements
Behaviors People & Knowledge
Accelerate
Second line functions
@ Organizational learning
e i Performance & Communication
Digital technologies @ Management action
Agile Mindset Digital
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Al Trends
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Al Everywhere & Available to Everyone

With the onset of Generative Al, Al is now in the hands of ‘everyone’ and is not just the domain
of technical Al programmers.

Al Enabled Service Delivery

With Generative Al available to ‘all’, Al is now being used by staff to generate deliverables
either directly or indirectly for our clients. This enables efficiency optimising effort of
course but at the same time introduces risk.

Appropriate Transparency, Governance & Accountability

In many cases Al has been implemented without fully considering its risk and governance
placing the reliability, accuracy and effectiveness of the Al operations/output at risk.

Transformation of the 2nd & 3rd Line

Much investment has been spent on enabling Al technologies to support the first line of
defense. The transformation of the 2nd & 3rd lines of defense has and continues to lag.

Transforming People — Future Al Enabled Risk Workforce

Whilst on the technical front Al is advancing rapidly with the development of various tools,
applications and solutions, often the people are not being transformed accordingly and
therefore are ‘responsible’ for Al models they do not understand.



Two Main Categories of Al

-*J Discriminative Al Traditional Al models focus on understanding data
and making accurate interpretations and predictions.

Generative Al

—

Al power to “the Masses”. Generative Al involves
building & training models to generate new content.

Text( Image Video Audio Code
Generation Generation Generation Generation Generation
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Both categories have
application and relevance
to Internal Audit



Generative Al's Ability to Transform Internal Audit

il Gl ag

Documentation Knowledge Documentation Natural Language
Creation Retrieval Review Interface

Generate natural language Ability to research complex Inspection of source Use of natural language to
reports and summaries of accounting questions through documentation to produce interface technology across an
audit findings, making it easier smart search mechanisms summarized text and a organization, such as risk and audit
for auditors to communicate consistent evaluation platforms and external sources.

their findings to stakeholder
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What Can Al do today?

The capabilities which Al can provide today are allowing organizations to challenge their ways of working and reveal new
prossibilities. Not all of these will be relevant to internal audit, but some could be applied across the internal audit lifecycle
to evolve and innovate approaches. Example of Al capabilities include:

Sense Perceive Learn Know

Populate )
Convert Retrieve
) Sense screen Detect Detect Learn from ) global
Sense light ) ) Detect faces ] speech to Learn skills relevant
pixels objects motion examples knowledge
text documents
base
Populate ;
) ) ) ) i Retrieve
Sense Classify Recognize Identify Identify Learn by trial contextual
Sense sound . . Learn facts relevant
keystrokes objects faces actions speaker and error knowledge :
answer units
base
) Determine Learn by o )
Sense Sense mouse Determine ] Maintain Retrieve
] Perform OCR gender from analysing -
temperature  clicks age . truth specific facts
voice structure
) ) Identify
Determine Recognize e
emotion in
gender sounds :
voice
Recognize
emotion
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What Can Al do today?

The capabilities which Al can provide today are allowing organizations to challenge their ways of working and reveal new prossibilities. Not all of
these will be relevant to internal audit, but some could be applied across the internal audit lifecycle to evolve and innovate approaches. Example of

Al capabilitiesinclude:

Reason and solve problems
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production
Create Create :
i Make logical
s Detect Translate Generate Plan robot Convert text marketing custom i Cluster
Classify text . . . inferences
language languages narrative motion to speech content videos
Generate
Extract Analyse Answer image and Mowve robot Create sales Make
.. sentiment in ) d Plan routes imb content probabilistic Recommend
entities e questions video imbs e
captions
. Analyse Create - PrEdIEIi
Recognise OO Dialogue support Classify numeric
relationships text content value
Analvse - Sy --
B Summarize )
Cluster text personality o mouse clicks
ex
from text & keystrokes Create Create Search for
Coneraie general custom optimal Optimize
animaied images voices solution
avatar Create .
. . Satisfy
advertising .
. constraints
images
-- Capabilities with most relevance
Create 3D Creat-e and potential application to
models proteins . .
internal audit.



Deloitte’s Point of View on the Potential of Generative Al

« Enterprise adoption of Al systems has been growing for a number of years, and during
2023, Generative Al ("GenAl") has truly captured the imagination of the world, fuelling
discussion among businesses and policymakers.

* Itis incredibly rare for any emerging technology to achieve these levels of adoption and
frequency of usage so rapidly. While initial use was mainly by individuals, Deloitte’s research
also found a third (32%) of survey respondents who have used GenAl have done so for work
and organisations will soon be investing heavily in enterprise use cases.

« With the rapid acceleration and integration of GenAl into business functions, Al and
accordingly GenAl risk management, will continue to be a hot topic for internal audit teams
throughout 2024 and beyond.
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Most businesses are here

Exploring

Navigate traditional technologies
to automate existing capabilities/
processes. Dabbling with Al.

No meaningful change to the
overall organization.
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Al Maturity in Internal Audit

Momentum exists with GenAl
to get to here (short term)
(donotrisk being left behind)

Doing

Use Al technologies to augment
workforce capabilities.

Realizing productivity &
efficiency gains.

Largely the same business,
operating, & customer models
with targeted enhancements.

Scaling

Leverage cross-functional Al
applications & platforms to
identify synergies/efficiencies.
Resulting in transformed ways of

working.

Business begins to adjust to Al as
cross-functional opportunities
are realized.

Disrupting

Optimize Al across the enterprise
to realize value in new and
meaningful ways.

Leading to reimagined operating
models & business strategies

Business is disrupted & evolves
in response to rapidly growing
opportunities from Al.
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Internal Audit Al Activation Workstreams

1

» Advice, assessment and
assurance & model
governance

» Model ethics, fairness and
non bias checks

/
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/

Use of Al in the day to day
operations delivering work
and providing services

'‘Generative Al' focus

v

3

» Upskilling staff on the
basics of Al and also
offering training on more
advanced concepts

. Service Delivery
Model Risk Management Al Savvy Workforce

/
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Two Use Cases

a Model Risk Management ——> * Responsible Al

Service Delivery Transformation | g ¢lsldnIFl A CVASEEN
Internal Audit service

delivery
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Performed by an
Al savvy" workforce
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Al Risk — Trustworthy Al

Thereis risk with Al. You have to make sure this risk is properly assessed and mitigated. Al model assurance is critical.

thy AI™ Fp.
“us“WO' V amework
Fair/
impartial

Transparent/
explainable

Responsible/
accountable

Safe/secure
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Robust/
reliable

Fair/impartial

Al applications include internal and
external checks to help ensure
equitable application across all
participants

Robust/reliable

Al systems have the ability to learn from
humans and other systems and
produce consistent and reliable outputs

Transparent/explainable

All participants are able to understand
how their data is being used and how Al
systems make decisions; algorithms,
attributes, and correlations are open to
inspection

Privacy

Consumer privacy is respected, and
customer data is not used beyond its
intended and stated use; consumers
are able to opt in/out of sharing their
data

Responsible/accountable

Policies are in place to determine who is
held responsible for the output of Al
system decisions

Safe/secure

Al systems can be protected from risks
(including cyber) that may cause
physical and/or digital harm
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Al Model Governance

Develop and build a structured assurance program that will help you assure Al models.

Provide a strategic cross-functional governance, roadmap and operating model for an effective Al risk management

program. Establishing an Al risk program
« Design and implement an Al strategy and framework to be supported by processes and controls over governance, and operational constructs in
deployment, and monitoring of Al based on our Trustworthy Al framework alignment with your business

. . . . . strategy and operations
» Designand implement a strategy for compliance with Al regulations

Al Data Goverance

Establish a data governance and risk management framework to safeguard for the security, privacy, integrity and
ethics of data used for Al throughout its lifecycle. Implementing a data-centric risk
approach and framework for
managing risks throughoutthe Al

+ Assiststakeholders in the development, design and implementation of controls to address Al-specific risks lifecycle

* Provide recommendations for remediation of data and controls over Al based on Trustworthy Al framework

Build trust and resiliency in Al systems against anomalous activities that could compromise the data, models or

outcomes. Develop robust and resilientinfrastructure, operations and model development processes. Analyzing and improving Al
technology and related processes,

to promote organizational trust
for your Al solutions

» Provide independent testing on the design and operating effectiveness of Al controls, findings, and recommendations
for deficiencies in the Al environment

» Conductindependenttesting of Al models and related datasets for potential adverse outcomes

©2023PT Deloitte Konsultan Indonesia 17
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GenAl for Internal Audit

GenAl can offer a vast range of possibilities for Internal Audit. Listed below are some example use cases of how Internal Audit can be transformed.

Risk Assessment

Supporting auditor research and
understanding of risk for a specific
industry

Supporting audit universe creation
e.g. guidance on universe design,
process universe, etc..

Identifying areas to audit

Audit Plan Development

Supporting auditor research and
understanding on risk, business
process and expected controls in
advance of engagement planning.

Suggested audits against the risk
assessed audit universe.

Suggested scheduling and resource
allocation based on known
constraintse.g. number and levels
of staff

Engagement Planning

Supporting auditor research and
understanding on risk and business
process in advance of planning

Suggest control objectives and test
procedures based on in scope risk
areas

Suggest data sources, tables and
potential analytics tests

Generate scripts for data extract
and analytics execution

First draft of scope/terms of
reference

Execution

Analysis of data through natural
language questioning

Suggested interview questions for
different stakeholders

Critical assessment of risk and
control descriptions (e.g. if it covers
who, what, where, when, etc.)

Initial draft of workpaper

Drawing themes from interview
notes / audio

Summation/interrogation of audit
evidence documents

Initial workpaper review and QA

Initial draft of issue/observations

Reporting
Initial draft report
Initial draft report review and QA

Editorial QA e.g. simplifying
language, sentiment analysis

Summation of reports for Audit
Committee summaries

Generation of video/audio
reporting

Customised communications
stakeholders style

Report language translation

Drafting emails to communicate the
audit report



Sample Use Case 1

Al Insights from Audit Reports

Mining pooled historical audit reports for insights/trends present a huge opportunity to upgrade internal service and awareness

* Audit reports archive contains rich information

* Audit reports archive contains trends in compliance
and issues of note

* Pooled audit report across clients can give insights
within an industry and across industries

* These proprietary data can be a source of
competitive advantage in terms of service quality
and reduce risk

* Challenges in mining audit reports
* The reports are unstructured
* Covers multiple audit frameworks

* Non-standardized across different projects and time

* Opportunities

* Natural language processing technologies enable
information extraction from unstructured data

* Generative Al (LLMs) reduce the challenges posted
by non-standard structure and diverse audit
frameworks

©2023 Deloitte Touche Tohmatsu

Trend of Audits by Year Department of Audit

Infarmatian Technalagy
76

Information System
76

Externial Affairs, Energy Procurement
7]

Group By: Department of Audit

Scope of Audit

business process
“© information technology

operatlng effectiveness

operating unit
cybersecunty risk P g

generating statle E{@\J er}){) ﬂ ‘}e! site visit
cybersecurlty standard data anamlcs Q quality assurance

irchase order =~ gafaty program

consulting engagement

evalu ate effectiveness

. d . stributio
maintanance inspection ibution

user access
Example use case:

*  Trends over 600+ reports
*  Automated pipeline to keep dashboard up-to-date

*  Dashboard showing issues pertaining to audit client

Year
20m
2011
20m
2011
201
2011
20m
20m
20m
20m
201
2011
201
2011
2,011
20m

Audit Type

Audit Engage
Conslting
Group By: Audit Type
Tax E50x B Consulting Audit Engage B Assurance

Audit Report Details

Audit Report Name

FY2011-101 Validate Calculation Memo-Organizational Unit 1-1-2011 Report.doc
FY2011-102 Fixed Assets-Cybersecurity Standard 15-1-2011 Report.docx
FY2011-103 Approval Process-Cyber Risk 16-1-2011 Report.docx

FY2011-104 Fixed Assets-Environmental Health 26-1-2011 Report.docx
FY2011-105 Validate Calculation Memo-Energy Procurement 20-1-2011 Report.d
FY2011-106 Approval Process-Safety Program 11-1-2011 Report.docx
FY2011-107 Validate Calculation Memo-Health Safety 22-2-2011 Report.decx

FY2011-108 Discl Contrals

Safety Program 16-2-2011 Report.c
FY2011-10% Payroll Data Feed Memo-Compliance Program 10-2-2011 Report.doc
FY2011-110 Fixed Assets-Security Risk 23-1-2011 Report.docx

FY2011-111 Discl Contrals Evaluate Effectivensss 2-1-2011 Re

FY2011-112

Controls Energy Procurement 11-1-2011 Reg
FY2011-113 Employe Services Checking Account-Risk Mitigation 21-2-2011 Repa
FY2011-114 Payroll Data Feed Memo-Operating Effectivenass 12-1-2011 Report.c
FY2011-115 Fixed Assets-Information Technology 16-2-2011 Report.dock

FY2011-116 Payroll Data Feed Memo-Information Security 25-4-2011 Report.doc
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Risk Sensing to Identify Audit Focus

Sample Use Case 2

Use GenAl to filter and summarize relevant risk signals for subsequent recommended audit focus

Risk Events

- CETTED B
Contdwron
Proposedtag [Me s Anahyst Rtag Pelessa Status () Cluster D 35 45047-B43T-4318-8025- 584 44 dob
[ s ——
Reasoning [relevant)
This euent i et because 1 ghlihts he rend of craasing dthe s e can inuact
‘ustainabiky and carbon eeissan tagels, a5 wol a5 the propasal a reguata the e of o, of. and gas.

No similar evants

Pakriy: 0095

s must b lagged nfétps:vwan bl

s | ) (T BB

rfdence 1
Cluctor ID 3581 1272-0ul0- ST B0k ESactaZ 4T

Fiakasa Statis ()
Pt D lc-ABAR-A 1 ok 85065k

Progosed tag [ M0 Analyst Retag
Reasaning
The currert eventin Galisrnia aligrs: with the frend of ncreasing demand for isclestre of creerheuse gas emissions and climate risks by businesses. i is o drect regulalicn that recures

busingsses 1o dis ‘which can mpact ing practioss of campanies. Tharsfors, 4 is iellad 25 relovant,

Past similar events.

Event 1: iers prapars for a strees tost Amazon that starting in 2024, suppliars will be required 1o share amissions data, set emissions
‘geals, and report on thelr progress . This Imsstors., regulators, for 2 control cuer
ther supg o , making By I risng pressire

Cortitence
(Chmtar 1D 97262808, 45258705 S30061 1848
P 10 850111 B-A755-4074DA15-IOTRITC

Rslease Starus ()

Proposedtag [15ee Analyst Retag e

Reasening [irelevant]
This evant & irlevant as it does not diectly or indirectly impact the requlation
Carbion Markat, Carban Mission, o7 £aTDOn CAPT N e near ferm.

No similar avents

o the regulation on fmate sustanatilty, o ing,
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Signals sensed from dynamic
risk sensing need to be
reviewed to remove noise

Labor intensive due to large
volume, high cadence data
(1000s of signals/day)

Gen Al review automation:
* Include subjective
context
*  High reliability when
used together with
ML models

Large
Language
Model

T

Generate Trends & Audit Focus Recommendations

LT

L
Read and aggregate the trends highlighted in the article. Explain key emerging risks that
could be relevant to a operator of a data center operating in Australia, Indonesia and Korea

From the article, the following trends emerge in relation to carbon credits and climate

mitigation investments for a regional data centre operator in Asia Pacific:
1. Credibility of Carbon Credit Projects:

* There's an increasing focus on the genuine effectiveness of carbon credit projects.
* Ensuring the reliability of these projects is essential to confirm their true contribution to

emission reductions,
2. Participation in Carbon Credit Markets:

:| * Engagement in carbon credit markets is not just about offsetting emissions, but also about [ :
revenue generation through the sale of carbon credits.
* It's imperative to have a deep understanding of market dynamics due to potential

volatilities.
3. International Commitments on Climate Change:

* Major global players are reinforcing their commitments to address climate change.

* This can result in tighter regulations which companies will have to adhere to.

4. Role of Oil and Gas Companies: @

21



Generate Controls & Test Plan

Produce control objectives and test plans

Audit Scope

A: Privacy Program Governance
1.Privacy Governance Structure

2.Privacy by Design/Defaultand Data Protection Impact Assessment (DPIA) program

3.Roles & Responsibilities

4 Privacy & Data Protection Requirements and Controls
B: Privacy Program Policies and Procedures
1.Privacy and information security policies, procedures and standards

2.Privacy notices and consentmechanisms

3.Security for privacy

4. Records of processing activities architecture (location of personal data, access to personal data,
use of third party personal data, third party access to <Client Name>' personal data, personal data

5.Data subject access rights process and capabilities to support requests

6.Privacy incident response program (i.e. breach management and notification)
C: Training and Awareness

1.Privacy and information security training and awareness curriculum

D: Third Party and Cross border Data Transfer

1.Third party/vendor management processes, contracts and due diligence

Ingest audit scope

g

Large Language Model

Identify risk and create
control objective

g

2.Cross border data transfer mechanismsin use

3.Jurisdictional localization of GDPR privacy program elements

Input Context:

* Company profile * Industry * Audit scope

©2023 Deloitte Touche Tohmatsu

Generate test plan

Audit
Scope
Ref

Al

A2

Audit Scope
Description

1.Privacy
Governance

Structure

2.Privacy by
Design/Default
and Data
Protection Impact
Assessment

(DPIA) program

Sample Use Case 3

Control Objective

(Chapter |, Article
5) Company A
ensures that
personal data is
processed
lawfully, fairly, and

transparently.

(Chapter IV,
Section 3

Risks

Without a clear
governance
structure, there's an
increased likelihood
of non-compliance
with GDPR.

2. Conduct
interviews with key
personnel to
understand their
roles and
responsibilities

related to GDPR

Test Plan

1. Review the
organizational chart
or other
documentation
detailing the
privacy governance

structure.
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l[dentify Risk & Audit Action Plans from Documents

Use GenAl to mine documents (e.g. contracts) to develop audit check lists and action plans

Outsourcing Contract

CALLTECH
MASTER AGREEMENT FOR
OUTSOURCING CALL CENTER SUPPORT

|
THIS AGREEMENT (this “Agreement”), dated as of
1998, is
between priceline.com LLC, a Delaware Limited Liability company with
offices
located at Five High Ridge Park, Stamford, Connecticut 86985-1325

(here:

“PRICELINE"}, and CALLTECH Comsunications, Incorporated, with offices
located at ; i

4189 AclingGate Lane, Columbus, Ohio 43228 (herein “CALLTECH").

WHEREAS, PRICELINE is engaged in several businesses including
the
business of selling airline travel services through its Internet site
priceline.com (the “Site") and through its toll-free telephone number
BO0-PRICELINE (the "Toll-Free Mumber™); and

WHEREAS, PRICELINE desires to retain the services of CALLTECH
to

provide customer support and telemarketing services to customers and
potential

custosers of PRICELINE's airline travel business (each, a "Customer"),

and
CALLTECH desires to provide such services, on the terms and conditions
set forth
in this Agreement.

NOW, THEREFORE, in consideration of the nutual covenants
contained
herein, the parties hereby agree as follows:

Outsourcing
contract

CLE 1.
H; DESCRIPTION OF SERVICES
CALLTECH

nditions of this Agreement,
omer support and telemarketing
ices"), and CALLTECH hereby accepts

~ 200 pages

support for PRICELINE Customers wha have purchased airline tickets
through the

Site. CALLTECH will provide such services in accordance with the
specifications

set forth on SCHEDULE A attached heretc and made a part hereaf
(collectively,

the "Inbound Teleservices").

provide PRICELINE inbound

Large Language Model

r 0
Ingest counter parties
information

-

Retrieve contract
overview
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-

Generate contract
audit checklist

3

4

Audit

Checklist

When assessing the terms of a call center outsourcing agreement, especially for an online
travel agency (OTA) that sells airline travel services through a website, it's important to
consider the nuances and implications that could affect the operations and reputation of the
OTA's site. Here's a checklist to assess the terms, identify any imbalance of benefit, and

recognize potential risks to the "Site™

Scope of Services:
* Are the services CALLTECH is praviding clearly defined?
* Are there any limitations or exclusions?
Service Levels and Performance Metrics:
* Are there clearly defined service levels that CALLTECH must adhere to?
* What performance metrics will be used to measure CALLTECH's service quality?
* Are there any penalties for failing to meet these metrics?
Data Protection and Privacy:
* How will CALLTECH handle customer data?
* Are there assurances in place to ensure the protection of customer data?
* What measures are in place to ensure compliance with data protection and privacy laws?
Customer Interaction:
* What training will CALLTECH agents receive about the OTA's services, offerings, and
brand values?

* Are there guidelines on how CALLTECH should communicate and represent @

Sample Use Case 4

Contract Audit Report

& Action Plans

Certainly! Service levels and performance metrics are crucial to maintaining quality and

ensuring that the outsourced call center meets the expectations of the online travel agency

(OTA). Here's a detailed point-by-point checklist for item no. 2, "Service Levels and
Performance Metrics":

1. Definition of Service Levels:
* Are service levels specifically defined for each type of interaction (e.g., inquiries,
complaints, bookings)?
* Isthere a clear distinction between different levels of service priorities (e.g., general
queries vs. emergency support)?
2. Response and Resolution Times:
* What is the expected response time for answering calls or other inquiries?
* What is the targeted resolution time for customer complaints or issues?
* Are there separate resolution times for different issue types (e.g., refund requests vs.
itinerary changes)?
3. Call Abandonment Rates:
* What is the maximum acceptable call abandonment rate?
* Are there measures in place to minimize dropped or abandoned calls?
4. First Call Resolution (FCR):
* Isthere a target for resolving customer issues during the first call?
* How is FCR measured and tracked?
5. Call Handling Time:
* What is the average expected call @
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Purple People

“PURPLE SKILLS"

Business skills
supplemented by core
technical
understanding.

IA staff do not need to
be Al technical experts
but business savvy and
know the ‘right
questions to be asked'.

Train and educate
your people in Al.

©2023PT Deloitte Konsultan Indonesia

Technical skills

Data analysis

A

1

TECHNICAL &
ANALYTICAL

Testing & Validation

Defining, developing, and

implementing quality assurance practices
and procedures for technical solutions and
validating hypotheses.

Querying and manipulating data to facilitate
the solving of more complex problems.

Data Modelling

Structuring data to enable the analysis of
information, both internal and external to
the business.

Data Analysis

valuating data using analytical and logical
reasoning for the discovery of insight, e.g.
predictive modelling

Reporting Software .

Understanding of the underlying theory and
application of key reporting software.

“Purple People”

=

BUSINESS &
COMMUNICATION

Technology Alignment

Understanding how technology can be
leveraged to solve business problems.

Macro-Perspective

Understanding of the company’s business
strategy, current business issues and
priorities and current industry trends.

Business knowledge

Understanding of business measurement of
key performance indicators and business
frameworks.

Business Commentary

Articulation of insight to explain current
and forecasted trends, their impact and
opportunities for the business.

Soft Skills

Communication and interpersonal skills
are necessary to articulate insight gained
from analysis.

=
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Activating Al in Internal Audit

Acknowledge this is a priority and a significant service delivery transformation initiative

Appoint an Al internal audit champion to help lead and plan the transformation initiative

Activation Choose a proof of concept in one or two areas where internal audit service delivery can be improved

@ Test and learn from the proof of concepts and look to embed the POC outcomes into BAU processes

Educate all internal audit staff on the basic concepts of Al (and in particular GenAl)

©2023PT Deloitte Konsultan Indonesia 26



Deloitte.

Deloitte refers to one or more of Deloitte Touche Tohmatsu Limited (“DTTL"), its global network of member firms, and their related entities (collectively, the “Deloitte organization”). DTTL (also
referred to as “Deloitte Global”) and each of its member firms and related entities are legally separate and independent entities, which cannot obligate or bind each other in respect of third parties.
DTTL and each DTTL member firm and related entity is liable only for its own acts and omissions, and not those of each other. DTTL does not provide services to clients. Please see
www.deloitte.com/about to learn more.

Deloitte Asia Pacific Limited is a company limited by guarantee and a member firm of DTTL. Members of Deloitte Asia Pacific Limited and their related entities, each of which are separate and
independent legal entities, provide services from more than 100 cities across the region, including Auckland, Bangkok, Beijing, Hanoi, Hong Kong, Jakarta, Kuala Lumpur, Manila, Melbourne, Osaka,
Seoul, Shanghai, Singapore, Sydney, Taipei and Tokyo. About Deloitte Indonesia In Indonesia, services are provided by PT Deloitte Konsultan Indonesia.

About Deloitte Indonesia
In Indonesia, services are provided by PT Deloitte Konsultan Indonesia

This document has been prepared by PT Deloitte Konsultan Indonesia for the sole purpose of providing a proposal to the parties to whom it is addressed in order that they may evaluate the capabilities
of PT Deloitte Konsultan Indonesiato supply the proposedservices.

The information contained in this document has been compiled by PT Deloitte Konsultan Indonesia and includes material which may have been obtained from information provided by various sources
and discussions with management but has not been verified or audited. This document also contains confidential material proprietary to PT Deloitte Konsultan Indonesia. Except in the general context
of evaluating our capabilities, no reliance may be placed for any purposes whatsoever on the contents of this document or on its completeness. No representation or warranty, express or implied, is
given and no responsibility or liability is or will be accepted by or on behalf of PT Deloitte Konsultan Indonesia or by any of its partners, members, employees, agents or any other person as to the
accuracy, completeness or correctness of the information contained in this document or any other oral information made available and any such liability is expressly disclaimed.

This document and its contents are confidential and may not be reproduced, redistributed or passed on, directly or indirectly, to any other person in whole or in part without our prior written consent.

This document is not an offer and is not intended to be contractually binding. Should this proposal be acceptable to you, and following the conclusion of our internal acceptance procedures, we would
be pleased to discuss terms and conditions with you prior to our appointment
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